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V Agency Records Officer: Is responsible for the WMD records management 

program.

V Records Coordinators: Are responsible for overseeing the management of 

their division records and provide staff guidance on records maintenance, 

retention and disposition.

V Records Custodians: Are responsible for assisting the Records Coordinator 

with managing the divisions records.

V Supervisors/Managers: Are responsible for the records their staff produce.

V Employees: Are responsible for the records they create everyday during the 

course of business.

All WMD employees are responsible for managing the records they create everyday

during the course of business and shall: comply with the guidelines established in

the agencyôsPublic Records Management Policy (DIR-005-08).

Responsibilities



RCW 40.14.010 - Definition and classification of public records

Examples:

Å If the transaction of public business occurs in paper, then 

the paper record is considered the primary copy and needs 

to be retained and managed.

Å If the transaction of public business occurs electronically or 

ñborn digitalò then the electronic record is considered the 

primary copy and needs to be maintained and managed.

What is a Public Record?

The transaction of public business that is made or received by 

any agency in the State of Washington, regardless of physical 

form or characteristics.



All public records shall be and remain the property of 

the state of Washington. (RCW 40.14.020)

They shall be delivered by outgoing official and employees 

to their successors and shall be preserved, stored, 

transferred, destroyed or disposed of, and otherwise 

managed, only in accordance with the provisions of this 

chapter.

Chapter 40.14 RCW



My Device/Account = My Records?

It may be your personal device or account, 

but if its being used for agency business, 

keep in mind that you are accessing (and 

sometimes creating) public records.

What is a Public Record?



V Administrative value

Public records provide the evidence by which government 
agencies are able to demonstrate that they took the right 
actions at the right time for the right reasons .

Why Manage Public Records?

V Audit value

V Legal value

V Fiscal value

V Historical value



How to Manage Your Public Records

For Washington state agencies, records management consists of:

1. Keeping public records for the minimum required period of time 
as outlined in the approved records retention schedules .

2. Once the retention period has been met, either destroy the 
record or transfer records to the archives as outlined in the 
approved records retention schedules.

It is knowing what to keep, how long you need to 
keep it, and when you can get rid of it lawfully.



How to Manage Your Public Records

1. State Government General Records Retention Schedule

ɆRecords common to all state agencies

ɆPre-approved by the State Records Committee

2. Military Department Records Retention Schedule

Ɇ2ÅÃÏÒÄÓ ÓÐÅÃÉÆÉÃ ÔÏ ÔÈÅ -ÉÌÉÔÁÒÙ $ÅÐÁÒÔÍÅÎÔȭÓ ÐÒÏÇÒÁÍ

ɆApproved by the Military Department Records Officer and the State 
Records Committee

There are two kinds of Retention Schedules:

DISPOSITION
AUTHORITY

NUMBER (DAN)
DESCRIPTION OF RECORDS

RETENTION AND
DISPOSITION ACTION

DESIGNATION

09-09-62118

Rev. 2

Emergency Operations Center Activations ςLevel 1 (Audio Recordings)

Audio recordings related to missions authorized and created by the Division of 
Emergency Management resulting in Emergency Operations Center Level 1.

Retain for 90 days after date 
of recording

then

Transferto Washington 
State Archives for 
permanent retention.

ARCHIVAL
(Permanent Retention)

NON-ESSENTIAL
OFM

https://www.sos.wa.gov/_assets/archives/recordsmanagement/state-government-general-records-retention-schedule-v.6.0-(june-2016).pdf
https://www.sos.wa.gov/_assets/archives/recordsmanagement/military-department-records-retention-schedule-v.1.4-(december-2017).pdf


How to Manage Your Public Records

It is the CONTENT and FUNCTION that determines a record and 

there may be more than one type of format for a record series.

²Ƙŀǘ ǘƻ ƪŜŜǇΧ identify records that mean business and are needed as proof and evidence 
of business transactions and the conduct of government.

Examples:records related to policies, personnel/HR, facilities, purchasing, contracts, 
grants, disasters, historically significant, work orders.

²Ƙŀǘ bh¢ ǘƻ ƪŜŜǇΧ transitory recordsthat document information of temporary, short-
term value, and is not needed as evidence in a business transaction or covered by a more 
specific record series.

Examples: Secondary (Duplicate) copies, reference materials, contact information, drafting 
and editing of correspondence/documents, requests for basic/routine agency 
information, and electric documents used to create signed paper records. 

All staff E-mail notifications/communications such as agency memos and 
announcements, employment opportunities/job announcements, maintenance, 
training events, retirement, employee awards, newsletters and social events.

https://www.sos.wa.gov/_assets/archives/recordsmanagement/advice-sheet-examples-of-common-records-with-minimal-retention-(march-2021).pdf


WAC 434-662-040 Agency duties and responsibilities:

Electronic records must be retained in electronic format and 
remain usable, searchable, retrievable and authentic for the 
length of the designated retention period.Printing and 
retaining a hard copy is not a substitute for the electronic 
version unless approved by the applicable records committee.

Chapter 434-662, WAC, Preservation of 
Electronic Public Records

Electronically stored information must be retained in 
its original electronic format with metadata intact!
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Office 365 ɀRecords Retention
How it Works

Å The administrator creates and publishes 
label(s) to locations selected in the label policy.

Å The employee applies the appropriate label 
from a list to their documents or folders.

Å Retention starts when the content is assigned a 
label.

Å Employees can change a label that they assign 
to another label.

Office 365 Records Retention Labeling Process

O365 Records Retention Instructions

http://www.paralegalalliance.com/how-to-find-the-legal-forms-you-need/
https://creativecommons.org/licenses/by-nd/3.0/
https://stateofwa.sharepoint.com/:b:/r/sites/mil-igap/Records%20Management/Records%20Mgmt%20NEO/WMD-O365-RcdsRetention-Instructions.pdf?csf=1&web=1&e=pAE622


Electronic Records Management - Classified Data
Agencies are required to protect data that is specifically protected from public disclosure 
(OCIO Standard No. 141.10)

** For Category 2, 3 or 4 Data please contact IGA&P for guidance on storage locations.

Category 2 ɀSensitive Information : Sensitive Information may not be specifically protected from disclosure by 
law and is for official use only. Sensitive information is generally not released to the public unless specifically 
requested.

Category 3 ɀConfidential Information : Confidential information is information that is specifically protected 
from disclosure by law.  It may include but is not limited to:

a. Personal information about individuals, regardless of how that information is obtained.
b. Information concerning employee personnel records
c. Information regarding IT infrastructure and security of computer and telecommunications systems

Category 4 ɀConfidential Information Requiring Special Handling : Confidential information requiring 
special handling is information that is specifically protected from disclosure by law and for which:

a. Especiallystrict handling requirements are dictated, such as by statutes, regulations, or agreements
b. Seriousconsequences could arise from unauthorized disclosure, such as threat to health and safety, or 

legal sanctions

Category 1 ɀPublic Information : Public Information is information that can be or currently is released to the 
public. It does not need protection from unauthorized disclosure but does need integrity and availability 
protection controls.



Electronic Records -ά{ŎŀƴƴƛƴƎ ϧ ¢ƻǎǎƛƴƎέ

When it makes sense!

1. The records MUSTÂÅ ȰNON-ARCHIVALȱ ÁÎÄ ÃÏÖÅÒÅÄ ÂÙ Á ÃÕÒÒÅÎÔȟ ÁÐÐÒÏÖÅÄ 
records retention schedule by the State Records Committee in accordance with 
RCW 40.14.050.

2. The records MUSTbe scanned and verified in a systematic and consistent fashion 
that ensures a complete and accurate copy of the source record in accordance with 
the guidelines in the Ȱ$ÅÓÔÒÕÃÔÉÏÎ !ÕÔÈÏÒÉÚÁÔÉÏÎ ÆÏÒ 2ÅÃÏÒÄÓ ÁÆÔÅÒ )ÍÁÇÉÎÇȱform. 
Paper-based source records that have not been imaged completely and accurately 
must not be destroyed .

4. The records are not required for or subject to any of the following:
a) Existing public records requests in accordance with chapter 42.56 RCW; or
b) Ongoing or reasonable anticipated litigation; or
c) Other legal requirements, federal statues, grant agreements, audits, etc that 

specifically requires retention of the original paper-based source record; or
d) Archival transfer.

3. Images MUSTbe accessible and protected for the entire required retention period.

http://apps.leg.wa.gov/rcw/default.aspx?cite=40.14
http://www.sos.wa.gov/_assets/archives/RecordsManagement/Requirements_for_the_Destruction_of_Non-Archival_Paper_Records_After_Imaging_v1.1_May_2012.pdf


Electronic Records - Scanning & Tossing




